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1. Who we are and what we do

We are Aura Intelligence Inc (“Aura”, “us”, “we”, “our”). Aura is the developer and owner of the
Aura website located at getaura.ai (the “Aura Website”) and the web-based portal and
application which provides certain functionality and tools to analyze and review workforce data
and information, which includes, without limitation, all associated computer software,
functionality, features, media, printed materials, and “online” or electronic documentation
(collectively, the “Aura Portal’). The Aura Portal is available through the website at
app.getaura.ai. Aura provides to its clients and their users (individually, a “Client” and
collectively, “Clients”) the right to use the Aura Portal pursuant to your agreement with Aura
and the Aura Portal Terms of Use (“Terms”) entered into by and between Aura and Clients.
Please review our Terms, which governs your use of the

Aura Portal and any content you submit to the Aura Portal. Your privacy is important to Aura.

As part of your use of the Aura Website and Aura Portal, Personal Data is gathered about you
(individually, a “User” and collectively, “User”). This Privacy Policy contains explanations
regarding the types of information collected, how that information may be used or disclosed,
and how to correct or change the information.

As we operate on a global scale, numerous data protection laws may be relevant to our data
processing activities and therefore, we will process your Personal Data in accordance with
applicable legislation.

Controller

Unless we notify you otherwise, we are the controller of the Personal Data we process about
you. This means that we decide what Personal Data to collect and how to process it.

2. Purpose of this privacy notice

The purpose of this privacy notice is to explain what Personal Data we collect about you and
how we process it. This privacy notice also explains your rights, so please read it carefully. If
you have any questions, you can contact us using the information provided below under the
‘How to contact us’ section.

3.  Who this privacy notice applies to
This privacy notice applies to you fif:
1. You visit our website
2. Your organisation purchases services from us

3. You access our Customer Portal
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4. You enquire about our products and/or services
5. You request a demo from us

6.  You sign up to receive newsletters and/or other promotional communications
from us

7. You sign up to a talk
4, What Personal Data is

‘Personal Data’ means any information from which someone can be identified either directly
or indirectly. For example, you can be identified by your name or an online identifier.

‘Special Category Personal Data’ is more sensitive Personal Data and includes information
revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, trade union
membership, genetic data, biometric data for the purposes of uniquely identifying someone,
data concerning physical or mental health or data concerning someone’s sex life or sexual
orientation.

5. Personal Data we collect

The type of Personal Data we collect about you will depend on our relationship with you. For
the type of Personal Data we collect see the table below in the section entitled ‘Purposes,

lawful bases and retention periods’.

Special Category Personal Data’ is more sensitive Personal Data and includes information
revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, trade
union membership, genetic data, biometric data for the purposes of uniquely identifying
someone, data concerning physical or mental health or data concerning someone’s sex life
or sexual orientation.

Inferred Gender

In the provision of our services to our clients, we acquire data where an individual's gender
has been inferred by our data provider based on their social media profile name. As this
information has not been provided by the data subject themselves, Aura does not make any
assertion as to whether this particular data is an accurate or a true reflection of a relevant
individual's gender. As a result, Aura does not accept any liability for how this data is used
by its clients; it is Aura’s clients’ responsibility to ensure that they comply with applicable
legislation when processing data where gender has been inferred.

6. How we collect your Personal Data

We collect most of the Personal Data directly from you in person, by telephone, text or email
and/or via our website.

However, we may also collect your Personal Data from third parties such as:
e reputable companies who provide lead generation contact lists
e others to whom you have provided consent
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e publicly available sources such as social media platforms
e reputable companies that provide data on professional individuals

For details about how we use cookies and other tracking technologies, please see our
specific page on Cookies and similar technologies.

7. Purposes, lawful bases and retention periods

We will only use your Personal Data when the law allows. Most commonly, we will use
your Personal Data in the following circumstances:
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Categories of
individuals

Categories of Personal Data

Purpose of Processing

UK/EU GDPR Lawful
Basis

Retention Period

Clients’ employees

Name, job title, work email
address, work phone number,
company you work for

To fulfil your order

Legitimate interests — to
manage Client
relationship

6 years following Aura’s end of
relationship with relevant Client

Users

Name, job title, work email
address, work phone number,
company you work for

To access Aura’s Portal

Legitimate interest — to
fulfil our agreement with
your organisation

6 years following Aura’s end of
relationship with relevant Client

Members of public,
professionals, Clients
employees,
prospective Clients’
employees

Name, job title, work email
address, work phone number,
company you work for

To respond to queries
about our services

Legitimate interests — to
respond to your enquiry

2 years following last meaningful
contact

Members of public,
professionals, Clients
employees,
prospective Clients’
employees

Name, job title, work email
address, work phone number,
company you work for

To send you newsletters
and other promotional
material

Legitimate interests — to
promote our services in
order to win new business

2 years following last meaningful
contact

Members of public
whose information is
publicly available

Name, online identifiers, alias,
education information, inferred
gender, professional or
employment related information

For analytical purposes as
part of the provision of our
services

Legitimate interests — to
provide our services to
our Clients

6 years from initial collection

Where Personal Data is processed because it is necessary for the performance of a contract to which you are a party, we will be unable to provide

our services without the required information.
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8.  Sharing your Personal Data

We may share your Personal Data with carefully selected third parties, for example, we may
use a supplier to provide services which support the services which we provide to you. In this
case, we remain responsible for your Personal Data and will ensure we have a written

agreement in place with any third party provider. We currently use third-party suppliers:

e for invoice purposes
e to set up direct debits and payments.
o for software for internal business purposes
e for accountancy services

e for communicating with all Aura stakeholders

9.  Yourrights and how to complain

You have a number of rights in respect of your Personal Data. The specific rights available to
you depend on your country of residence. If you are in the European Economic Area (‘EEA”)
or UK, please refer to Section 10 of this Privacy Policy. If you are a resident of California,
please refer to Section 11 of this Privacy Policy. Irrespective of where you reside, we will

respect the rights available to you in the relevant jurisdiction.

You can exercise your rights or complain to us about how we use your Personal Data by

contacting us using the information set out below.

10. UK/EU GDPR Specific Processing
You have certain rights in relation to the processing of your Personal Data, including to:

o Right to be informed
You have the right to know what personal data we collect about you, how we
use it, for what purpose and in accordance with which lawful basis, who we
share it with and how long we keep it. We use our privacy notice to explain this.
o Right of access (commonly known as a “Subject Access Request”)
You have the right to receive a copy of the Personal Data we hold about you.
o Right to rectification
You have the right to have any incomplete or inaccurate information we hold
about you corrected.
o Right to erasure (commonly known as the right to be forgotten)
You have the right to ask us to delete your Personal Data.

o Right to object to processing
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You have the right to object to us processing your Personal Data. If you object
to us using your Personal Data for marketing purposes, we will stop sending
you marketing material.

) Right to restrict processing
You have the right to restrict our use of your Personal Data.

o Right to portability
You have the right to ask us to transfer your Personal Data to another party.

o Automated decision-making. You have the right not to be subject to a
decision based solely on automated processing which will significantly affect
you. We do not use automated decision-making.

o Right to withdraw consent
If you have provided your consent for us to process your Personal Data for a
specific purpose, you have the right to withdraw your consent at any time. If you
do withdraw your consent, we will no longer process your information for the

purpose(s) you originally agreed to, unless we are permitted by law to do so.

o Right to lodge a complaint
You have the right to lodge a complaint with the relevant supervisory authority,
if you are concerned about the way in which we are handling your Personal
Data. The supervisory authority in the UK is the Information Commissioner’s
Office who can be contacted online at:
Contact us | ICO or by telephone on 0303 123 1113

For supervisory authorities in other countries within the EU see the link below:

https://edpb.europa.eu/about-edpb/about-edpb/members en

How to exercise your rights

You will not usually need to pay a fee to exercise any of the above rights. However, we may
charge a reasonable fee if your request is clearly unfounded or excessive. Alternatively, we

may refuse to comply with the request in such circumstances.

If you wish to exercise your rights, you may contact us using the details set out below within
the section called ‘How to contact us and our Data Protection Officer’. We may need to request
specific information from you to confirm your identity before we can process your request.
Once in receipt of this, we will process your request without undue delay and within one month.
In some cases, such as with complex requests, it may take us longer than this and, if so, we

will keep you updated.


https://ico.org.uk/global/contact-us/
https://edpb.europa.eu/about-edpb/about-edpb/members_en
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Transfers of personal data outside the UK/EEA

If you are located in the EEA or UK, we may transfer Personal Data that we collect from you
to locations outside of the UK and EEA for processing and storing. Also, it may be processed
by employees operating outside the EEA who work for us or for one of our suppliers. For
example, employees maybe engaged in the processing and concluding of your order, the
processing of your payment details and the provision of support services. Where we transfer
your information outside of the UK/EEA we will ensure safeguards are in place to ensure it
remains secure and adequately protected. We do this by ensuring that:

Your personal data will only be transferred to and processed in a country which has adequacy
status as determined by the European Commission or UK Government (whichever is

applicable); or

We enter into an International Data Transfer Agreement (“IDTA”) or IDT Addendum or
Standard Contractual Clauses (“SCCs”) with the receiving organisation and adopt
supplementary measures, where necessary. A copy of the IDTA can be found here

international-data-transfer-agreement.pdf (ico.org.uk) A copy of the SCCs can be found here.

11. California Specific Processing

If you are a resident of California, this Privacy Policy applies as follows:
e Aura may sell your following Personal Data within the meaning of the CCPA:
o ldentifiers, such as name, alias and online identifiers
o Education information

o Professional or employment-related information, such as your current
and past job history and job title

e You have the following rights in respect of your Personal Data to the extent required
by the CCPA:

o You have the right to disclosure of specific information to you about the collection
and use of your personal data over the last 12 months.

o You have the right to request that your personal data is deleted, subject to certain
exceptions.

o You have the right not to be discriminated against for exercising your rights under
the CCPA.

o You have the right to-opt out of your Personal Data being sold.

e To exercise your rights in respect of your personal data you can contact us using the
contact details below.


https://ico.org.uk/media/for-organisations/documents/4019538/international-data-transfer-agreement.pdf
https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en
https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en
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o The Service does not respond to‘Do Not Track’ signals.

e California Business and Professions Code Section 22581 allows California residents
under the age of 18 who are registered users of online sites, services or applications
to request and obtain removal of content or information they have publicly posted. If
this applies to you, please contact us using the contact details below. We will action
your request to the extent required by law.

o California Civil Code Section 1798.83 (California's ‘Shine the Light’ law) enables
California residents with an established business relationship with us to request
information once a year about the sharing of their personal data with third parties for
direct marketing purposes. If this applies to you, please contact us using the details
provided below.

12. How to contact us and our Data Protection Officer

If you wish to contact us in relation to this privacy notice or if you wish to exercise any of

your rights outlined above, please contact us at dataprivacy@auraintel.com.

13. Minors under the age of 18

Aura is committed to protecting the privacy of minors. Our policy is that we do not knowingly
collect, use or disclose Personal Data about Clients or other users that we know are under
18 years of age. This Aura Website or Portal is not directed in any respect to anyone under
the age of 18. If we learn that we have collected or received personal information from an
individual under the age of 18 without verification of parental consent, we will delete that
information. If you believe we might have information from or about an individual under the
age of 18, please contact us at: info@auraintel.com.

14. Changes to this privacy notice

We may update this notice (and any supplemental privacy notice), from time to time as shown
below. We will notify of the changes where required by applicable law to do so.

Last modified July 12, 2025
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